Set Single Signh-On to remember your
Duo login for 30 days

1. Open any web page that uses Single Sign-On.
a. For example, https://sbccd.onbio-key.com
2. Enter your login credentials and click login.

Username Format
Username must be:

« if a student, <user bced.edu (j.doe123. .sbeed.edu)
« if a faculty or staff, edu)

Username

nyearyean@shccd.edu

Password

)

3. On the Multi-Factor login required page that opens, wait for the login attempt to time out (60
seconds). Do not accept the Duo Mobile push or enter your Duo Authenticator code at this
time.

Please complete this login on your enrolled device. Screen control will automatically be restored in 60
seconds.

Username

nyearyean@sbccd.edu

Login

Cancel



https://sbccd.onbio-key.com/

4. Onthe screen that appears after the login attempt has timed out, do the following:
a. Check the box for Remember this device

b. Enter your Duo passcode.
i. For Duo Mobile users, open the Duo app, then click Show in the lower right

corner to show your passcode.
ii. For Duo Authenticator users, press the button on your Authenticator to show

your passcode.
c. Click Login.

Please complete this login on your enrolled device. Screen control will automatically be restored in 60
seconds.

Duo Push Timed Out
The authentication failed because the Duo Push request expired before it was allowed/denied

Username

nyearyean@sbccd.edu

2nd Factor / One Time Passcode

(D
9 .

Cancel

5. You are now logged in and the browser will be remembered for 30 days.
6. Repeat these steps for any other web browsers you use (Edge, Chrome, Firefox, etc.).

Important Notes:
These steps need to be done for every web browser you use (Edge, Chrome, Firefox, etc.).
These steps need to be done on every device you use.

These steps will need to be done every 30 days.



